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DAVANTIS

DFUSION is
revolutionising
video analytics
for perimeter
security.

More than 15 years of
research to create a
new generation of video
analytics.

Upgrade your devices
with our latest generation
technology.
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CONFIGURATION @

SHUTDOWN @

¢ Configuration
— OO ——

Installation name

@

192.168.1.109

R Current IP:

Installation | Logical view | CMS | Partions | Extemal output | Mail | Envi ]

Master configuration

Local IP
Mask
Gateway
DNS

!
Router configuration

Public IP/URL
Port for cameras
Port for videos
Maintenance port
Audio ports

[0 Work without network connection
Network configuration

[152 [1ee [[1_][10s]
255 [[255 |[255 o g
152 Jree [t ]It |
o2 fres 1 1]

Support data.

N —

License information

158.109.5.108

U0(5580

] & von[5581

®

Physical
Installation

Position the servers in their final locations,
ensuring all connectors are properly plugged in.

Connect the monitor, keyboard and mouse to
the main server (master). These devices are not
included in the scope of the supply. Next, turn on
all available servers (master and slave).
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Configuration

Four options can be selected from the () Main
Screen: Cameras, Configuration, Support and
Shutdown. To access any of the above options, the
system requires a username and a password. By
default, the username is 'admin' and the password
must be left blank @)

NOTE: The password can be changed later on. To do
so, please read section 10. Passwords of this guide.

On the Main Screen, click on (3) Configuration
and fill in the parameters marked in orange:
Installation name, Network configuration and
Router configuration.

¢+ Configuration

..............................................>

Machine name: AAEEC2036B
Current IP: 192.168.1.109

[ Instalation | Logical view || CMS | Partions | Extemal output | Mai | Environment |

This installation

@-(3, AAEEC20368

ot
&
&
%

Available machines
®-@ AAEEC20376

<‘ .| Use the arrows to add
the systems you need

@
&

Enter the router public IP address. By default, ports
900, 21000 and 5500 have been preassigned. If
required, they can be modified. To ensure proper
communication, make sure you open the same
router ports.

Once the IP and Ports have been entered, click on
OK and restart the system.

Multimachine

For installations with more than one server, go to
Configuration from the () Main Screen, click on

tab (@) Logical View and use the arrows to add the

systems you need.

To open slave server ports, we recommend you also

open two ports for each slave server. These ports could

be consecutive to the master server, for example.

Slave server 1> 21001 and 5501
Slave server 2 21002 and 5502

IMPORTANT: Perform this step before

creating a new camera.
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Select the type of installation

(0 DAVANTIS
i s ——— '
® B () ®
 Large distances environment. I’ |
o, Choxaxctoutid B st distaricea sy s i evoo 4 |
i — ; Machine 1D | BBEEC20%68
e e S N i —
Q SUPPORT SHUTDOWN @ Videom P vl
S e v Type Standard v| 0 Themal
P : : ,
: : - ; SR — &
: v Model ONVIF v |GENERIC vl
- sl N 1P address v Q]
@) o = ‘Srearing protocol ©FRTSP OHTTP ‘
: ﬂkl ooty | oaoe |[ e | | [ s ][ testy || ook | RTSP/HTTP Pots 554 i [0 B [=]
: & URL ; \ v l
3 Chamel 1 <
: Virtual ONVIE camera

LANGUAGE

27/11/2017 |'@ 12:50:08

pynovanns

@

Cameras, rules
and relays

On the (W Main Screen, click on Cameras to access Adding a camera
the (2) Viewer. At the right bottom click on Menu
and then Cameras. You must choose the 3) Type

of Installation the first time you access this menu.

Click Add, and fill in the fields in the @ Camera
Information window.

Once a camera has been added, tampering and
intruder rules are created automatically without
exclusion area.

Once you have selected the type of installation, you
will access the (4) Camera Menu, where you can add
or modify different cameras and detection rules.
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Streaming (Port/URL) 0 Active

Gow Nogroup v|

IMPORTANT: © optimize network

bandwidth, we recommend using secondary
video streaming, for example, VGA at 15 fps.

If you are using HD analogue cameras, the
system can be set up so that image streaming
is captured from an external DVR via IP.

@ Actve
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Detection rules

To add or modify a detection rule, go to the @)

Camera Menu and add a rule or select the Intruder

rule to modify it. Then, do the following:

(@ General Data (step 1). Give a name and a partition
to the rule and click on Next.

(3 Detection Type (step 2). Click on Create/Modify
zone to define an exclusion zone (ROE), as well as a
possible schedule. Once set, click on Next.

(@) Response (step 3).
Select the options you need.
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Rule: General data (step 1) @

PR — T
Created 09/05/2014 15:33:50 | O Without pattion
e

Last [ | Pation [1 v|

[ o |

A

Rule: Response (step 3)

Alarm Trigger relay
CMS notdication a Enab'tR
Generate alam Bevice: Relay
[ Save video Davantis v |1 v
Objects wih frames in videos
: Aoply deacivation delay O Yes @ No
Objects with frames in realtime
Maximum activation time 300 |5
O Hot spot
Smart Auto PTZ
Severty 1§ | | OEnable
Deactivation delay 0 [ Camea Preset
Play sound Send e-mail
0O Enable O Enable
Stop when alam acknowledged Receiver
() PC Speaker Subject
O Fle E‘ CP) Message A
v

IMPORTANT: when setting the ROE,

remember that to determine when an intruder
crosses the masked zone, the detection area
starts with the intruder’s feet. The option of
deactivation delay allows the user to create an
entry time for an specific rule /camera.

Relays (Optional)

You can activate or disable a relay from the window
in step 3, Trigger relay section (4). From there you
can enable or disable a relay as required.

Cameras Rules

I I T S |
[=-No group Tune camera inerated rule
-Cam01 (Learing) -generated rule
B Conle o) Selectthe options totune:
0J Region of exclusion
[ Perspective.

O Parameters
O Privacy

Otean
eescscccce

Camera
configuration

Camera lens

Certain aspects must be taken into account when
setting up the cameras.

To calibrate the camera zoom, you can use our
zoom calibration tool. Go to Cameras, select a
camera, click on Adjust, then (5) Perspective and
press Next. The system shows a person outline
indicating the minimum size. If objects appear too
small in relation to the minimum size, adjust the
camera lens.

Cameras must be focused with night light. If this
is not possible, ensure the cameras are properly
focused in daylight.

Positioning the cameras

IR emitters should not be integrated cameras.
They must be placed one metre below the camera.
We recommend cameras have a good wide
dynamic range.

Cameras must be positioned at least three metres
above the ground. If installed on a base or some
other kind of support is used, then this must be solid
enough to prevent vibration.
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Cameras Rules.

| caa |- vossy | g I [ vossy
= Nogroup nerated rule %
- Com01 (Leaming) ~generated rule
o) Selectthe optons o tune:
O Region of exclusion R
[ Perspective
O Parameters R
O Privacy
[ el [ et

Camera Groups.

eecccccccce

@ mm<« Perspective (Cam03)

10

eccccccccccccce

A4
Automatic
[:ILum\R
o000 OOOO®
[ Manual
O Farperson
O Nearperson
om [ e |
OK Cancel

Perspective

On the (1) Camera Menu, choose a camera and

click on Tune. Next, select the Perspective option

and click on Next.
The camera can be configured in two modes:
(@ Automatic and Manual.

Automatic perspective
Walk in a zig-zag from the closest point that the

camera can detect to the outermost limit of the
detection zone.

Person outlines of different sizes will appear in the
scene. Check the limit lines (red and yellow)

— Red: This indicates the theoretical detection
area. The line must be above the area you
wish to monitor.

Yellow: This indicates the ideal detection
area. If the perspective is correct, stop the
learning mode and click on OK.

@ ¢ Configuration

Machine name: AAEEC2036B
Current IP: 192.168.1.109

@© Aways

'O Only when zone is active
- Activation delay

Activation (CMS and Local)

e Il

‘O Software panel

[ Instatiation | Logical view | CMS IPw?jammlw [ Environment |

O Btemal device

State of the partitions

2 2 4 56y
L BN B BN BN OB BN BN

® i | |OND ONC

1P
Port
Password

| T P

Manual perspective

Click on Manual and select Far person.
Someone must stand close to the camera while you
draw a box around the person.

Select Near person and repeat the Far person
procedure.

Click on Check to verify the limit lines and the
different outlines.

Partitions and
outputs (OPTIONAL)

To ensure that the alarm keyboard is working
correctly, go to the master server and, from the
main screen, click on Configuration.

Then click on the Partitions (3) tab to check
that the armed and disarmed zones match the
alarm keyboard.
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Cameras Rules
I T [ pa |
Stegms ST
#-Cam01 (Leaming) rgenerated rule
B ot o) Select the options to tune:
O Region o exclusion R,
O Perspective
[ Paremeters
O Prvacy R

mm« Parameters (Cam01)

Predefined setups
. O Exra senstive ® Standard O Hghy fitered
@ . False alarms flters

.

s Intruders detection fost U reiable [ 15 |

.

.

. @ st o 0 (2]

.

* !
Distance fiter low

. o [5]

.

: Tine fiter v ngh  [5]

.

.

0 Oscilatory movement fiter ~low U [2]

.

2 Fast objects iter low 0 ngh  [3]

.

> e 5 g =
Colourfier low = wh 4]
Tampering fiter J— high |I]

Video analytics

Ensure that the system is detecting everything
correctly, such as walking/running people,
vehicles, etc, for example. If there are too few
detections or too many false alarms, adjust the
camera settings.

Go to (0) Camera Menu, select a camera, click on
Tune, and choose the (2) Parameters option to
correct the settings.

) Doview CRA .1 - ADMIN = W R
Fie Settings Monagement Users Alarms Help
indg

Mams  Procedure  Hstory  Data Contacts  Areas. Demo Unlt

Ham Data

[FALSE ALARM 2 [

01/02/2017 115930 person detected
01/02/2017 120826 person detected
01/02/2017 163723 person detected
01/02/2017 162805 person detected
01/02/2017 165632 tnder cetected
0102017 170246 troder detected
010272017 170314 person detected G
St Subscrber Co. Subscrber Zone Severty  Desciption Satus Ouer #
0102201793645 110 Demo Unt 1 rnuder detected Active. adnin
0102201793731 s10 Demo Unt 1 person detected fctive adnin
0102201793944 s110 Demo Unt 1 person detected Active admin
01/02/2017940:17 sto Demo Unt 1 person detected Active. adnin
01/02/20179:40:17 s10 Demo Uk 1 person detected Active adnin
01/02/2017 94854 s10 Demo Unt 1 person detected fetive adnin
01/02/2017 94859 s10 Demo Unt 1 person detected Active. adnin
01/02/2017 95257 s10 Demo Unt 1 person detected Active. adnin o)

£+ Configuration

Curent IP: 192.168.1.109 ¢

Instalation | Logical view | CMS | Parttions | [ Mai [ Environment | 3
o Password Profile
@ s O seasors admin Administrator
CMStype CMStype DAVANTIS

1P&/DNSs Pots 1Ps/DNSs Pots
o - £
e f— i

CR N —
Automatically update public IP at CMS Automatically update public IP at CMS

Cannot update public IP: no Intemet access

1310472018 9:56:28 o< W oo | oo |

[ e ][ o | EECEE

CMS

To register a subscriber in the CMS (3)

(Central monitoring station), you must fill in the
following fields: subscriber name, subscriber
public IP address and subscriber number.

Passwords

To set the password for the first time, go to
Cameras on the Main Screen, click on Menu, (8)
Users and then click on Manage.

Select a user and click on Edit to change
From the CRA tab (@), enter primary and secondary the password.
IP of the CMS, together with the subscriber name

which will be provided by the operator at the CMS.

Ensure that the CMS is receiving alarms, snapshots
and videos correctly, and accessing the live camera.
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DIGITAL INPUT RELAY OUTPUT

Connection

dlagram e Inputl (IN1and GND)
DFUSION « Input 2 (IN 2 and GND)
* Input 3 (IN 3and GND)
¢ Input 4 (IN 4 and GND)

* Input 5 (IN5and GND
System inputs are optically isolated. A voltage from nput S ( an )
4.5 Vce to 20 Vee (max. 30 Vec) is required. When * Input 6 (IN'6 and GND)
inputs are enabled, red leds are on.  Input 7 (IN7 and GND)

* Input 8 (IN 8 and GND)

% ALARM CONTROL PANEL
- - ,%2 (C.A)
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DIGITAL INPUT RELAY OUTPUT
DFUSION

Outputs or Relays (1) (RELAY OUTPUT)*
All outputs or relays are voltage-free contacts
(dry contact). Normally closed N/C.

If required, you can change the relays
configuration from N/C to N/O. To do so, use the
system internal jumpers.

Relays can support a maximum intensity of DC24V
1A, AC120V 3A, although it is highly recommended
to use only low voltage signals. (5-12 Vcc). When
relays are enabled, green leds are on.

« Power led (yellow): enabled when 170 board is
properly powered.

* On-line led (blue): enabled when /0 board has
been detected by the system.

* Relay1l (OUT1land COM1)
* Relay 2 (OUT 2and COM 1)
* Relay 3 (OUT 3and COM 2)
* Relay 4 (OUT 4 and COM 2)
* Relay 5 (OUT 5 and COM 3)
* Relay 6 (OUT 6 and COM 3)
* Relay 7 (OUT 7 and COM 4)
* Relay 8 (OUT 8 and COM 4)
» Malfunction detection (ERR and COM 1 pins)**
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